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How to Scan GitHub with Flawnter 

For more details please visit https://www.flawnter.com/documentation 

 

Scanning GitHub repo files 
 

To scan source code files on GitHub, from the menu select "File->Scan GitHub". Then enter the 

information required. For public repo scanning there is no need for authorization, however there may 

be limitations on number of files allowed to scan set by GitHub. To make sure there are no limitations 

you can enter your authorization token in the Auth Token section in the format username:password or 

personal access token. You can read more about GitHub access tokens from their documentation page 

https://docs.github.com/en/authentication/keeping-your-account-and-data-secure/creating-a-

personal-access-token. 

  

Flawnter GitHub scan example: 
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API Version: This should be 3 or later version if available. 

Base URL: Should be https://api.github.com as the default GitHub API URL. 

User/Owner: This is the user or owner of GitHub. 

Repository: This is the repo name the code will scan. 

Branch: The branch to scan the code. Normally the default branch is either main or master. 

Auth Token: This is the personal access token to authenticate to the private repo. 

 

 

https://api.bitbucket.org/

